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1
Decision/action requested

Add the evaluation section to solution #3.3: Security Context Sharing.
2
References

3
Rationale

4
Detailed proposal

**********************Begin of changes********************************
5.3.4.3.3
Evaluation 

 Both SA2 and SA3 are working toward an unfied authentication framework for the next generation system. One of the benefits with unified authentication framework is that security context information, e.g. anchor key, established after authentication for one access technology can be used by other access technolony for network access, especially when a UE access networks with more than two connections simultaneuously. 
With the proposed method, authentication between UE and nework can be accelerated. For example, UE authenticate with network through 3GPP access and later reuse the security context information, e.g. anchor key, for fast re-authentication over non-3GPP access such as Wi-Fi. This not only shortens the authentication procedure, but also reduces the number of signalling messges exchanged for authentication. 
*********************************End of changes*******************************
